



[bookmark: _Hlk93302337]REGULATION REGARDING PERSONAL DATA FOR AGREEMENTS WITH: 
- EU AND EEA COUNTRIES 
-WITH COUNTRIES OUTSIDE THE EU FOR WHICH THE EUROPEAN COMMISSION HAS ISSUED A DECISION ON SECURE DATA PROCESSING 	Comment by Dawid Kowalski: As at today, these INCLUDE: Andorra, Argentina, Canada, Faroe Islands, Guernsey, Israel, Isle of Man, Japan, Jersey, New Zealand, Switzerland, Uruguay, Republic of Korea, United Kingdom
HYPERLINK https://ec.europa.eu/info/law/law-topic/data-protection/international-dimension-data-protection/adequacy-decisions_en

	
	§ PERSONAL DATA PROTECTION	Comment by Dawid Kowalski: These provisions in general to all agreements
1. The Parties undertake to comply with the provisions on personal data protection, in particular Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons with regard to the processing of personal data and on the free movement of such data and repealing Directive 95/46/EC (General Data Protection Regulation hereinafter referred to as GDPR).
2. The parties undertake to safeguard and keep confidential - both during and after the termination of the agreement - the personal data to which they gain access in connection with the performance of the agreement.
3. The Parties undertake to protect data against unauthorised or unlawful processing and against accidental loss, destruction or damage, by means of appropriate technical or organisational measures.
4. The Medical University of Bialystok will only provide such data as is necessary for the performance of the agreement.
5. Information about the processing by the Medical University of Bialystok of personal data of the Party to the Agreement, persons representing the Party to the Agreement and persons involved in the performance of the agreement, in accordance with Article 13 or 14 of the GDPR, can be found on the website of the Medical University of Bialystok www.umb.edu.pl/rodo. The Party to the Agreement undertakes to provide information to all persons whose personal data it provides to the Medical University of Bialystok. 





AVAILABLE OPTIONS:	Comment by Dawid Kowalski: THE VARIANTS SPECIFIED BELOW TO BE SELECTED DEPENDING ON THE SUBJECT OF THE AGREEMENT AND THE TYPE OF DATA TO BE SUBMITTED

OPTION 1 - WITHOUT PERSONAL DATA	Comment by Dawid Kowalski: This option relates to a situation where personal data are not transferred, i.e. either the data are anonymous or there is no data (there is only e.g. a biological sample which does not identify a specific person in any way)
5. There will be no transfer of personal data as part of the performance of the agreement, other than the data referred to in paragraph 4 of this section.
6. 6. the performance of the agreement will include the transfer of ................................
7. A model agreement for the transfer of biological material is attached as Appendix no. ............. to this agreement.

OPTION 2 - DISCLOSURE OF PERSONAL DATA	Comment by Dawid Kowalski: This option regards the disclosure of personal data where the entity receiving the data also becomes the data controller
The data controller is the entity which decides about purposes and means of data processing 
E.g. the University transfers personal data to the external entity and in a way “loses control” over them 
Because the external entity decides about the data further at home
The University decides about the data at home and the External Entity decides about it at home 
They are separate controllers - each pursues its own objectives

Examples:
The University makes personal data of a research participant available to the hospital in order to perform the research, but this participant will also be a patient of the hospital, and the hospital by law has its obligations, the University gets the results but has nothing more to this data because the hospital has statutory obligations e.g. to keep patient records
Similarly, it may be the case with a laboratory
5. (5) The performance of the agreement will require the transfer of personal data between the contracting parties, other than the data referred to in paragraph 4 of this section. 
6. As a result of the execution of this agreement, personal data will be made available by the Medical University of Bialystok to the Recipient, who by law will become their controller within the meaning of Article 4(7) of the GDPR.
OPTION 3 - ENTRUSTMENT OF PERSONAL DATA	Comment by Dawid Kowalski: Data outsourcing occurs in a situation where the University commissions a specific task to be performed on personal data by an external entity, the external entity exclusively performs it on the instruction of the University, it does not decide itself about the purposes and methods of processing after the task is performed, depending on the decision of the University, it returns or deletes the data
5. The performance of the agreement will require the transfer of personal data between the contracting parties, other than the data referred to in paragraph 4 of this section.
6. The implementation of this agreement will result in the entrustment by the Medical University of Bialystok of the processing of personal data to the Recipient.
7. 7 In implementing their obligations under the GDPR, the parties to the agreement will enter into an agreement for the entrustment of the processing of personal data.
8. 8. a model agreement on entrusting the processing of personal data constitutes attachment No. ..... to this Agreement. 

OPTION 4 - JOINT MANAGEMENT OF PERSONAL DATA	Comment by Dawid Kowalski: Co-management occurs when the Parties to the agreement Jointly carry out a specific project, agree on common aims, methods of data processing, jointly agree on, i.e. two universities jointly carry out some testing, the project is also related to personal data
5.  The performance of the agreement will require the transfer of personal data between the contracting parties, other than the data referred to in paragraph 4 of this section.
6. 6 As a result of the implementation of this Agreement, the parties will jointly administer personal data and become Co-Data Controllers within the meaning of Article 26(1) of the GDPR.
7. The Parties to the Agreement, within the framework of joint arrangements referred to in Article 26(1), shall regulate issues concerning the processing of personal data, including the determination of their respective responsibilities for the performance of their obligations under the GDPR, and conclude an agreement on the co-management of personal data.
[bookmark: _GoBack]8. 8. a model agreement on personal data co-management is enclosed as Attachment No. ..... to this Agreement.

